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Compliance Statements
FERPA 
Our Services comply with all applicable provisions of the Family Educational Rights and Privacy 
Act (FERPA) (20 U.S.C. § 1232g; 34 CFR Part 99). We receive Student Data from Customers who are 
educational institutions as a “school official” under FERPA and only process Student Data for 
educational purposes. In the event we receive a subpoena or judicial order for the disclosure 
of education records, we will notify the associated institutional Customer(s) prior to fulfilling 
the request in accordance with FERPA. For additional information on FERPA, please visit the U.S. 
Department of Education’s Privacy Technical Assistance Center. 

COPPA
Our Services comply with all applicable provisions of the Children’s Online Privacy Protection Act 
(COPPA) (15 USC 6501 et seq.) To the extent COPPA applies to information we collect, we process 
such information for educational purposes only, at the direction of the partnering Customer. For 
additional information on COPPA and educational institution consent, please refer to the Federal 
Trade Commission’s Complying with COPPA: Frequently Asked Questions.

New York State – Education Law § 2-d
Savvas is compliant with the regulations put forth by Education Law §2-d in addition to recent 
Part 121 requirements. Both our services, along with our data privacy and security practices, 
adhere to all finalized provisions of New York Education Law §2-d. Savvas also agrees to and fully 
complies with the Parents’ Bill of Rights. All district, customer and user data are hosted in the 
contiguous United States. 

California Consumer Protection Act (CCPA)
The Services we provide to our Customers comply with all applicable provisions of the California 
Consumer Protection Act (CCPA) (§1798.100 et seq.) The information we collect is solely for the 
delivery of our Services and is not sold to any third parties. It is our objective to ensure any 
Personally Identifiable Information (PII) we have about our customers is accurate and necessary 
to provide our Services.

To the extent CCPA applies to information we collect about individual California consumers, 
it is your right under CCPA to, access, rectify, object to, request erasure, export or choose how 
we process any PII collected for the delivery of our services at any time. If you are a student or 
parent of a student at an educational institution using our products and wish to exercise any of 
these rights, please direct any requests to the appropriate representative at your educational 
institution. For any other Customers to whom we have sold our products to directly (not an 
educational institution), you can exercise your rights to pose questions, comments, or concerns 
by emailing our Data Privacy Office at k12legal@savvas.com.

https://www.ftc.gov/business-guidance/resources/complying-coppa-frequently-asked-q
https://www.nysed.gov/data-privacy-security/bill-rights-data-privacy-and-security-parents-bill-rights
mailto:k12legal%40savvas.com?subject=
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Personal Information Protection and Electronic Documents Act (PIPEDA)

Savvas and its Canadian subsidiaries ensure that the services provided to our Canadian 
customers comply with the Personal Information Protection and Electronic Documents Act 
(PIPEDA). We utilize all appropriate administrative, physical, and technical safeguards in 
accordance with industry standards and best practices to manage personal information 
received as a result of commercial activities in Canada. Our Chief Privacy and Security Officers 
supervise our adherence to PIPEDA’s ten fair information principles, which include obtaining 
informed consent for data collection, ensuring data accuracy, restricting information use to its 
intended purpose, and safeguarding data from unauthorized access. We continuously improve 
our privacy practices and security measures based on external assessments to stay aligned with 
the latest standards in information security and privacy.
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